***Issue(s):*** *A manager shared a folder with internal documents, including sensitive information, with a customer success representative and forgot to revoke access. The representative accidentally shared the entire folder with an external business partner, leading to a public leak on social media.*

***Review:*** *NIST SP 800-53: AC-6 emphasizes the principle of least privilege by ensuring that users only have access to the information necessary to perform their job functions, thereby reducing the risk of accidental or unauthorized data exposure.*

***Recommendation(s):***

1. *Implement automatic expiration of shared access to sensitive folders, requiring reauthorization for continued access.*
2. *Enable data tagging and access control lists (ACLs) that prevent unauthorized sharing of confidential documents outside the organization.*

***Justification:*** *These control enhancements will reduce the likelihood of future data leaks by limiting the duration of unnecessary access and restricting the sharing of sensitive information, ensuring that employees cannot mistakenly share confidential data with unauthorized parties.*